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[bookmark: _Toc4660066]Executive Summary

Re-usable data services are things such as API’s and Web Services. They are software access points that allow two applications to “talk” (i.e. exchange data) with each other. A good re-usable data service makes it easier to develop a software program by providing the building blocks which a programmer then uses to put the blocks together. If the re-usable data service on both sides of a transmission is speaking the same language there is no translation required. Otherwise, an intermediary is needed to perform the translation for the two applications to communicate.
[bookmark: _Toc4660067]Benefits 
· Implementation specifications would eliminate ‘discovery’ process for following companies
[bookmark: _Toc4660068]1.0 Administration
[bookmark: _Toc4660069]1.1 Living Document
[bookmark: _Toc4660070]Learnings Contribution by participants
In the spirit of the DX Project it is imperative that all participants freely and openly share their learnings so that development can proceed as fast as possible across the broker distribution channel.
[bookmark: _Toc4660071]1.2 Change Process (Change Control)
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[bookmark: _Toc4660073]Test Environments
The testing facility or “sandbox” will allow any vendor, carrier, or third party to test their re-usable data services for compliance with CSIO data standards. This will allow them to test their re-usable data services by running them through a pre-determined set of transactions that use the data standards. If there are no errors it will be certified as CSIO compliant
[bookmark: _Toc4660074]1.4 Access Tracking/Update Logs
[bookmark: _Toc4660075]1.5 Working Groups
[bookmark: _Toc4660076]1.6 Composition
Research conducted by the Warton School of Business found that the ideal working group size is 5-6 members.  When more members are added productivity counter intuitively goes down not up.  For the IBAC DX working groups we are suggesting the following:
· Carrier
· 1 Business Resource
· 1 Technical Resource
· BMS Vendor
· 1 Business Resource
· 1 Technical Resource
· CSIO
· 1 Resource
· IBAC
· 1 Resource
Its important to have a business resource on the team to ensure focus of purpose; delivering features and functionality that benefit the broker distribution channel by introducing cost and/or time saving functionality that improves the broker-customer experience.
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[bookmark: _Toc4660078]Parallel Development Paths
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[bookmark: _Toc4660080]2.1 Review process for proofing and voting on changes to ensure compatibility
[bookmark: _Toc4660081]2.2 Versioning
[bookmark: _Toc4660082]Backwards compatibility; how many versions (1 or 2)?
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[bookmark: _Toc4660084]3.0 Implementation Specifications Guideline
[bookmark: _Toc4660085]3.1 Messaging stack
[bookmark: _GoBack]The web clients initiating the requests, and the web services that would receive these requests and respond to them, will utilize the SOAP XML v1.2 messaging framework to encapsulate the request and response messages.
Within the SOAP XML envelope, the client will submit authentication details in the form of a plain text username/password as defined in the WS-Security Extensions format. The receiving web service can then use these credentials as required to authenticate the client and verify authorization.
Within the SOAP XML body, the client will submit a minimal XML document fragment that wraps a CSIO XML request package, and likewise the web service will do the same in the response with the CSIO XML response package.
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Servers receiving web requests on behalf of the reusable services must support communications in SOAP XML v1.2 over HTTP/1.1 or greater.
Servers must enforce transport security in TLS v1.2 or greater, and must use only forward secrecy compatible encryption algorithms.
[bookmark: _Toc4660087]3.3 Minimum data spec
For minimum data specifications regarding the CSIO XML payload sample within the SOAP XML request, see the ‘Claims Required Fields.xmlx’ document included in this specifications package. The Excel sheet will list the fields required to be submitted by the client, as well as the fields the receiving web service must respond with should the request process successfully.
Field numbers in the required fields document correspond with field number comments in the provided samples in the ‘CSIO XML Samples’ directory.
[bookmark: _Toc4660088]3.4 Sample code of up and down transactions
Examples of the claims notice exchange are provided with this documentation package.
For examples of the SOAP XML exchange, see the ‘Service Message Samples’ directory. These samples represent the SOAP XML header and body, without going into detail into the CSIO XML stream. For examples of the CSIO XML request and response streams that would be embedded in the SOAP XML body, see the ‘CSIO XML Samples’ directory for specific claims scenarios.
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· TLS v1.2 or greater
· HTTP/1.1 or greater
· XML v1.0
· SOAP XML v1.2 or greater
· CSIO XML v1.36
[bookmark: _Toc4660090]3.6 API Standardization
TODO: Place reference to WSDL/XSD files here once web service and CSIO XML sample drafts are agreed to by the group as final.
[bookmark: _Toc4660091]3.7 Dependencies
An active CSIO membership may be required for access to the CSIO XML standards documentation referenced and utilized by this service.
Client software developed from this standard will need an active internet connection in order to send new claims notices.
Carriers will be required to have their service reachable from the public internet so that end-user client software may communicate with it.
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[bookmark: _Toc4660093]???Template Requirements for future Working Groups and work products
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· Carrier involvement
· What do they want from a documentation perspective?
· WG to develop Implementation guidelines for standardized API’s 
· Engage carriers to build reusable services on the carrier side




